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Blockch�in networks were initi�lly cre�ted to est�blish � decentr�lized
economy �nd en�ble se�mless v�lue tr�nsfer. However, one of the
prelimin�ry ch�ins, Proof-Of-Work, w�s driven by
�n extremely ener�y-intensive oper�tion�l mech�nism th�t limited its
exp�nd�bility.

PoW consensus mech�nism, bein� used by Bitcoin �nd Ethereum, the
two ch�ins processin� over 90% of tr�ns�ctions were entirely run on this
consensus. Over time it st�rted to show numerous sc�l�bility,
fe�sibility �nd sust�in�bility issues le�din� to � lookout for � finer
consensus mech�nism th�t fuels the decentr�lized ecosystem �nd
enl�r�es the vision of cryptocurrencies on the whole.

This led to the emer�ence of Proof-of-St�ke (PoS) �s � powerful �nd
rew�rdin� consensus mech�nism.

PoS introduced the concept of st�kin�, which elimin�tes the need for
minin� in PoW by �llowin� v�lid�tors to confirm tr�ns�ctions on the
blockch�in by lockin� � cert�in number of tokens �s � commitment.

St�kin� As A Use-C�se proved inv�lu�ble not just for �uthentic�tin�
tr�ns�ctions on blocks but to en�ble the distribution of rew�rds e�rned
�s well.

St�kin� As A Use-C�se

How Exch�n�es C�n E�rn More Throu�h St�kin�?
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St�kin� �ddresses the limit�tions of Proof-of-Work (PoW) consensus �nd
offers numerous benefits for blockch�in networks. It h�s evolved into �
str�te�ic concept th�t promotes efficiency, lower fees, f�ster tr�ns�ctions,
�nd incentivized tokenomics.

To �chieve �n economic equilibrium in blockch�in networks, St�kin� is
explicitly explored to �chieve imper�tive execution of tr�des, for
ex�mple:

POS Network

Economics of St�kin�

How Exch�n�es C�n E�rn More Throu�h St�kin�?

Ensurin� f�ir tr�ns�ction v�lid�tion

Preventin� rew�rds distribution issues

Miti��tin� node monopoliz�tion

Elimin�tin� 51% �tt�cks on st�ked coins

Nothin� �t St�ke
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Proof-of-St�ke (PoS) focuses on, reducin� vol�tility, incre�sin�
ecosystem us��e, �nd decre�sin� circul�tin� supply. V�lid�tors solve

two steps in this ch�in; provide comput�tion�l power to v�lid�te
tr�ns�ctions �nd �uthentic�te lo�ic�lly. V�lid�tors st�nd � ch�nce to be,
rew�rded upon successful tr�ns�ction �nd sl�shed for � deficient one.

St�kin� is p�rticul�rly benefici�l for blockch�ins �imin� to est�blish
decentr�lized v�lid�tor nodes, m�int�in token liquidity, reduce sell
pressure, �nd drive network �doption. However, it �lso presents
economic ch�llen�es, �s PoS mech�nism desi�ners �r�pple with the
"St�kin� Trilemm�" to �chieve �n evident �nd sc�l�ble outcome.

How Exch�n�es C�n E�rn More Throu�h St�kin�?
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The cre�tion of � PoS ch�in is � complic�ted process �nd involves
diversified process division to the structure. St�kin� Trillem� �ddresses
three core tr�de-offs th�t the consensus desi�ners ju��le between to
ensure the ch�ins rem�in either secure, sc�l�ble or pr�ctic�l.

Security ➝ St�kin� Volume
POS mech�nism desi�ners �im for � hi�h volume of st�kin� �s it is
cruci�l for ensurin� the security of � PoS blockch�in. By lockin� up their
�ssets, individu�ls �re motiv�ted to v�lid�te tr�ns�ctions �nd preserve
the network's inte�rity, m�kin� it more secure with � l�r�er number of
�ssets st�ked in the blockch�in.

Growth ➝ Tr�ns�ction Fee
POS mech�nism desi�ners �im for low fees to encour��e the �doption
of their blockch�in system, �s users consider low tr�ns�ction fees to be
�n essenti�l f�ctor when selectin� � blockch�in to use. Desi�ners must
cre�te �n efficient �nd cost-effective system to �chieve hi�h �rowth,
�nd one of the w�ys to �ccomplish this is by reducin� tr�ns�ction fees.

V�lu�tion ➝ Infl�tion
POS mech�nism desi�ners strive for low infl�tion, which is cruci�l for
coin holders �s it prevents the dilution of their coins �nd ensures �
return on their investment. Addition�lly, infl�tion c�n reduce the
rew�rds �iven to st�kers. However, it's not possible to �chieve �ll three
�o�ls of hi�h security, hi�h �rowth, �nd low infl�tion simult�neously,
�nd desi�ners c�n only optimize for two objectives �t � time.

Is St�kin� Trillem� A Concern For Institutions?

How Exch�n�es C�n E�rn More Throu�h St�kin�?
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Just like the Blockch�in Trillem�, St�kin� Trillem� �lso poses the s�me hypothesis
complic�tion of �pplyin� only two out of three �o�ls.

Solvin� the St�kin� Trillem� directly correl�tes with the ecosystem �doption of
PoS-implemented ch�ins, where they �ttr�ct Institution�l p�rticip�tion to
supplement hi�h liquidity �nd ev�de the core problems �ffectin� their �sset
v�lu�tion.

Wh�t Institutions should look out for while inte�r�tin� into their subsequent
ch�in, is to en�ineer � fr�mework th�t �ddresses the St�kin� Trillem�
premedit�tedly �nd r�dic�lly.
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

The pre-domin�tion of PoW, its exorbit�nt network �nd ener�y consumption
�nd irre�ul�r e�rnin� p�ttern h�d � discour��in� effect on institutions
especi�lly to build on top of such � technolo�y.

Usin� such non-sc�l�ble �nd hi�h-tr�ns�ction-be�rin� consensus mech�nisms
�lso me�nt th�t the rew�rd system in supportin� protocol rem�ined only �t �
sin�le l�yer �nd ��ve no incentive for institutions to sh�re with their users.

This mind shift ch�n�ed when PoS bec�me the preferred consensus �l�orithm
on which existin� protocols st�rted to mi�r�te �nd develop (A prime ex�mple
bein� of Ethereum's shift to PoS �nd its st�ble st�kin� yield).

Institution�l Interest In St�kin� As A Use-C�se

 Periodic�l Rise In $ETH Deposits For St�kin� By Institutions. Source:
Dune An�lytics
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Re�liz�tion of the potenti�l of St�kin� by Institutions �ot insti��ted for
distinctive re�sons like

While initi�lly, St�kin� w�sn't �n e�sy deployment �nd required technic�l know-
how, l�tely the scen�rio h�s ch�n�ed for Institutions to deploy their liquidity
tow�rds St�kin�, m�n��ed �nd oper�ted by � third p�rty while the Institutions
keep complete control of their �ssets.

St�kin� �s � use-c�se offsets multifold impediments to usin� �nd cre�tin� di�it�l
�ssets by Institutions such �s:

Sc�l�bility �nd Cost Efficiency

Security �nd Reli�bility

Sust�in�ble �nd Environment�lly Friendly

Consistent �nd Predict�ble Returns

P�rticip�tion in Govern�nce

To utilize Institutions' n�tive-coin tre�sury

A s�fe outlet while holdin� the coins for lon�-term

And, e�rn � st�ble �nd compoundin� return �s � result

7



How Exch�n�es C�n E�rn More Throu�h St�kin�?

St�kin� h�s �rown inv�ri�bly t�kin� different sh�pes �nd form�ts
dependin� on protocols, pools, returns, lockin� period �nd �sset m�rket
c�p. Even thou�h the continuous upcomin� of be�rish se�sons, st�kin�
h�s ensured th�t PoS �ssets keep �ccumul�tin� token-buyers' interest
�nd c�chin� up on the liquidity present.

By �nd l�r�e, comp�r�tively the yields h�ve �otten down in the p�st
ph�se �nd �ll the crypto h�s been throu�h incre�sed vol�tility �nd �sset
price downturn, st�kin� h�s �lso evolved �nd now there is � l�r�er �sset
flow bein� �cknowled�ed tow�rds self-custody �nd the non-custodi�l
w�y th�t m�kes st�kin� � s�fer yield �ener�tin� str�te�y for the
institution�l pl�yers.

Current St�te of St�kin�

Source: St�te of St�kin� Q1 2023 by St�ked_Kr�ken

M�rket C�p of 35 Top PoS
Assets $190 Billion

V�lue of St�ked Assets $42 Billion

Annu�lized St�kin� Rew�rds $3 Billion

Aver��e Yield 11.6%
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

It is imper�tive to the type of �dv�nt��es st�kin� offers �s it presents �
much cle�r picture of where the yield is comin� from, when the st�ked
tokens will be unlocked, how ex�ctly the system will benefit from st�ked
�ssets volume �nd �ctu�tes c�pit�liz�tion of lon�-term �sset holdin�.

Accordin� to JP Mor��n, with Ethereum onset onto PoS �nd ETH 2.0
st�kin� yield �rowin�, st�kin� is set to re�ch $40 billion by 2025 �nd �

m�jor portion of this will be driven by enterprises who h�ve �ctively
initi�ted puttin� their crypto tre�sury to better use now th�t storin�
them off-ch�in. This is � si�nific�nt journey th�t st�kin� is destined to
cover, sittin� �t � v�lu�tion of $18B in 2021, the present �nd future of
st�kin� will definitely move h�nd-in-h�nd with the �rowth of the entire
di�it�l �sset industry.

Source: St�kin� Rew�rds
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

From the moment St�kin� introduced � direct w�y for investors to le�d
protocol �overn�nce �nd �u�ment the found�tion, it opened up �n
or�cle for two types of institutions:

Ri�ht �t the ed�e of 2021, PoS-b�sed St�kin� st�rted piquin� �nd so did
the Institution�l interest. As comp�red to minin�, st�kin� f�cilit�ted �
simpler execution �nd setup �ssembly for Institutions to e�rn �nd
secure.

The c�te�ory of institutions th�t �re enterin� into st�kin� is � rich list
enc�psul�tin� pl�yers in both the re�lms of CeFi �nd DeFi lookin� for �n
outlet to p�rk their �ssets �nd e�rn h�ndsomely:

For �ll those who �re buildin� on ch�ins supportin� PoS st�kin�, it
becomes inevit�ble for them to initi�te st�kin� on the sidelines to
provide better network st�bility, protocol �rowth �nd p�rticip�tion in
�overn�nce-level decision m�kin� which c�n turn them into � profit�ble
commodity.

Considered the ��tew�y for crypto investin�, exch�n�es �nd
m�rketpl�ces hold �n enormous �mount of �ssets in their w�llets �nd
wh�t better w�y for them to �dd on this liquidity by st�kin� �nd offerin�
� portion of yields to their users �s well by openin� up st�kin� pools.

Why Institutions Are Invested In St�kin�?

Firstly those who were �lre�dy vested in those protocols

Secondly, those lookin� to inte�r�te into di�it�l �sset ecosystems

Crypto N�tive Protocols

Exch�n�es �nd M�rketpl�ces

10



How Exch�n�es C�n E�rn More Throu�h St�kin�?

Tre�suries form � cruci�l p�rt of di�it�l �sset securities �nd holds-up

� l�r�e chunk of liquidity for blue-chip tokens �lso the PoS ch�ins
supported tokens th�t c�n be e�sily put into st�kin� to continue their
�sset m�n��ement journey �nd �lso �dd � l�yer of incentivizin� �s
well for their clients.

Custodi�ns �lso f�ll under the simil�r c�te�ory of crypto tre�suries,
more focused tow�rds securin� the �ssets, �nd �lso fit perfectly
under the list of institution�l p�rties who ou�ht to enter into st�kin�
to continue their promise of securin� �ssets secured by lockin� them
up onto the n�tive protocols itself.

Crypto Tre�suries

Custodi�ns

All the �bove institution�l c�te�ories enterin� into st�kin� h�ve two-
three re�sons to choose it �nd c�rry � sin�le common�lity to not �o fully
onbo�rd; �sset security.
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

St�kin� c�n be � lucr�tive w�y for institutions to e�rn p�ssive income
from their cryptocurrency holdin�s, but it requires c�reful consider�tion
of v�rious risks �nd ch�llen�es. F�ctu�lly, it inhibits the ide� of simply
t�kin� the tre�sury �nd lockin� it in expect�tion of promised returns
from the protocol when they st�rt rele�sin� rew�rds.

But there �re deeper l�yers of st�kin� functionin� which isn't �s
str�i�htforw�rd for institutions �s it m�y seem. 

Out of �ll f�ctors th�t combine to picture � troublesome st�kin�
experience for institutions some �re very str�i�htforw�rd to t�ckle �nd
elimin�te �nd some c�n be tricky to instrument �iven the non-line�rity
of how di�it�l �ssets perform. Here's � comprehensive list of the most
predomin�nt bottlenecks in st�kin� f�ced by institutions:

Bottlenecks In St�kin� For Institutions

Protocol-level st�kin� is definitely � complex process th�t requires
technic�l expertise �nd knowled�e of the blockch�in network, how
v�lid�tor nodes function on top of it, their setup fr�mework �nd
dedic�ted resources to build the entire system up �nd runnin�.
Institutions without complete in-house technic�l expertise m�y stru��le
to set up �nd m�int�in st�kin� oper�tions.

Technic�l Expertise1.
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

This is more of � network-oriented problem �nd continues to be �

serious problem for multiple f�cets of di�it�l �sset �doption includin�
st�kin�. As more p�rticip�nts enter the st�kin� m�rket, network
con�estion c�n le�d to stuck tr�ns�ctions, rew�rd ���re��tion �nd
del�y in distribution �s well, which wouldn't be �n ide�l situ�tion,
especi�lly for institutions who h�ve rel�yed th�t st�kin� further to their
end-users.

The most vulner�ble risk for the entire di�it�l �sset cl�ss is w�llet
security where the st�ked tokens �re held. When �oin� for st�kin�, wh�t
type of w�llet institutions choose to put their tokens on while they �re
bein� churned for rew�rds determines their ultim�te security. Gener�lly,
hot w�llets �re more susceptible to h�cks �nd thefts but on the other
h�nd, self-custody cold w�llets �lso pose the risk of losin� priv�te keys
�nd the in�bility to recover the w�llet th�t holds �ccumul�ted st�ked
tokens �nd rew�rds which c�n dis�strous for �ny institution.

2. Network Con�estion

3. W�llet Security Risks

St�kin� while m�y not be � rel�tively new �re� of the cryptocurrency
m�rket, it is incomp�r�bly � newer type of use-c�se th�t is now comin�
under the li�ht of re�ul�tions �nd compli�nce bodies �round different
jurisdictions �nd there �re reserv�tions on how investors c�n �nd c�n
not comply with st�kin�. Still in its evolvin� ph�se, the re�ul�tions �nd
compli�nce �round st�kin�, for �ny institution it imposes � pr�ctic�l risk
of confisc�tion of �ssets or worst complete stopp��e of oper�tions in �
p�rticul�r jurisdiction.

4. Re�ul�tory Compli�nce
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

St�kin� is � multi-fold process th�t ends with ultim�tely withdr�win�

the st�ked portion �nd the e�rned interest �s well. But there h�d been
liquidity issues where the network is just not �ble to process the
withdr�w�ls �nd the whole �mount �ets stuck on the network until
�dequ�te liquidity is restored. For institutions, this is � m�jor red fl��
�nd they need to ensure th�t the pl�tform they choose to st�ke with
m�int�ins sufficient liquidity to fulfil �ll of the deemed returns.

5. Liquidity Risks

P�rticip�tin� in st�kin� c�n expose institutions to reput�tion risk,
p�rticul�rly if they p�rticip�te in networks with question�ble
�overn�nce or environment�l imp�ct. With so m�ny b�d �ctors in the
sp�ce of Web3, it is essenti�l th�t institutions pick the ri�ht p�rtner to
st�ke with �nd c�rry forw�rd their le��cy, respectfully �nd with
indemnity.

6. Reput�tion Risk
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Out of �ll the f�ctors mentioned �bove, �sset security �nd w�llet
m�n��ement, which holds the �ssets to be st�ked, consumm�te the essenti�l
complic�tion in Institutions �ctively p�rticip�tin� in St�kin� �s � prim�ry
service for themselves or �s � second�ry service to provide it further �lon� to
their pl�tform users.

Inte�r�tion of St�kin� �s � me�ns of investment str�te�y for Institutions is �
critic�l ch�llen�e since ensurin� primordi�l w�llet security �dds �n extr�
extension on top of the v�lid�tor settin�s to fortify Institutions' �ssets,
tr�ns�ctions �nd withdr�w�l �ctivity before �nd �fter St�kin�.

Some p�r�mount W�llet Security predic�ments include the followin� elements
of security, priv�te key m�n��ement, compli�nce systems �nd tr�ns�ction
monitorin� �t � very fund�ment�l level.

How Exch�n�es C�n E�rn More Throu�h St�kin�?

W�llet Security As A Key Concern For
Institution�l St�kin�

Institution�l investors typic�lly m�n��e si�nific�nt �mounts of di�it�l
�ssets, m�kin� them prime t�r�ets for m�licious �ctors. Primordi�l
w�llet security refers to s�fe�u�rdin� the prim�ry w�llets used for
st�kin� �ctivities, which hold the st�ked tokens �nd �ener�te
rew�rds. F�ilure to implement robust security me�sures c�n expose
institutions to the risk of theft, un�uthorized �ccess, or loss of �ssets.

Protectin� Institution�l Assets
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

The found�tion of w�llet security lies in protectin� priv�te keys, which

�r�nt �ccess to the st�ked tokens. Institution�l investors must �dopt
best pr�ctices to s�fe�u�rd these keys, such �s utilizin� Cold w�llets
or secure multi-si�n�ture schemes. Employin� industry-st�nd�rd
encryption methods, secure key stor��e, key retriv�l mech�nism �nd
stron� �ccess controls �re essenti�l to prevent un�uthorized
individu�ls from �ccessin� the keys.

Institution�l st�kers must �dhere to strin�ent �overn�nce �nd
compli�nce st�nd�rds. Est�blishin� robust policies �nd procedures,
includin� se�re��tion of duties, �ccess controls, �nd thorou�h
identity verific�tion, ensures th�t only �uthorized individu�ls c�n
�ccess �nd m�n��e st�kin� w�llets �nd whitelisted �ddresses be
used to sweep or refill liquidity. Compli�nce with re�ul�tory
requirements, such �s �nti-money l�underin� (AML) �nd know-your-
customer (KYC) re�ul�tions, further enh�nces security �nd miti��tes
risks �ssoci�ted with illicit �ctivities.

Const�nt monitorin� of w�llet �ctivities is cruci�l for detectin� �ny
suspicious or un�uthorized tr�ns�ctions. Institutions should
implement re�l-time monitorin� tools �nd �utom�ted �lerts to
promptly identify potenti�l security bre�ches. Addition�lly,
est�blishin� �n incident response pl�n, includin� predefined
procedures �nd roles, en�bles quick �nd effective responses to
security incidents, minimizin� potenti�l d�m��es.

Securin� Priv�te Keys

Govern�nce �nd Compli�nce

On�oin� Monitorin� �nd Incident Response
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

In our journey of buildin� stre�mlined solutions c�tered directly to solve the
p�in points for Web3 n�tive institutions, St�kin� is the most dem�nded
solution �mon�st the �roup �nd �lso the most underestim�ted �nd
underutilized.

There is cle�r evidence of PoS network-b�sed L�yer 1 �nd L�yer 2 on-ch�in
�doption �nd the �ssets th�t support the ch�ins. With this �rowth, the
ecosystem �round these ch�ins is �lso exp�ndin� ���re��tin� Centr�lized �nd
Decentr�lized protocols lookin� to build n�tively on these ch�ins �nd holdin� � lot
of liquidity in their n�tive �ssets. 

While some just look to keep � s�fe custody of these �ssets �nd some �re �ctively
sw�ppin� them either with their intern�l w�llets e�rm�rked for very specific
tr�ns�ction types- deposits or withdr�w�ls, connected with the re�l-world
tr�din� pl�tform �nd user-individu�l �ccounts. 

We �re t�kin� this one step further for institutions �nd inte�r�tion st�kin� ri�ht
into our custody �nd security infr�structure th�t �ives institutions much less to
think �bout �nd more to �ct upon wh�t they w�nt to do with their secured �sset
liquidity.

Limin�l Presents A Sophistic�ted St�kin�-As-
A-Service Solution
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St�kin�-As-A-Service �t Limin�l exp�nds w�y beyond offerin� the b�sics, decent
returns. We h�ve deployed �n intric�te b�ck-end system of inputtin� the st�kin�

very instinctively into our existin� w�llet solutions so th�t it renders unequivoc�l
decision-m�kin� for our p�rtner to st�rt off st�kin� in � completely decentr�lized
environment �nd h�ve self-custody of �ssets �t �ll times.

By utilizin� our existin� infr�structure, incorpor�tin� st�kin� further stren�thens
the ecosystem we h�ve cre�ted, en�blin� users to dele��te �nd utilize the �ssets
held in their w�llets to help improve the network. St�kin� �llows users to become
prim�ry v�lid�tors, le�din� decentr�lized �sset custody oper�tions, even while
their �ssets �re bein� st�ked.

How Exch�n�es C�n E�rn More Throu�h St�kin�?

There �re some very distinctive fe�tures th�t we offer �s � p�rt of our St�kin�-
As-A-Service:

P�rtnerin� With Fi�ment 

Throu�h our p�rtnership with Fi�ment, � comp�ny renowned for developin�
solutions th�t en�ble institutions to incorpor�te st�kin� into their portfolio, we
h�ve est�blished one of the most precise �nd superior st�kin� rew�rd systems.
As p�rt of our commitment to providin� top-qu�lity services, we �re deli�hted to
introduce � premium st�kin� pl�tform th�t delivers excellent returns for le�din�
institutions in the m�rket.
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Initi�tin� St�kin� With $ATOM & $MATIC

Cold W�llet St�kin� Link��e

How Exch�n�es C�n E�rn More Throu�h St�kin�?

We �re introducin� � new ph�se of secure institution�lised st�kin� by

offerin� st�kin� services for two of the most si�nific�nt TVL-led

blockch�in tokens, $ATOM �nd $MATIC.

We �re currently providin� hi�hly competitive fixed returns for st�kin�

these tokens, with returns of up to 20.53% for $ATOM �nd 8% for

$MATIC.

In �ddition, we �re pl�nnin� to incorpor�te other hi�h-m�rket c�p coins

such �s $ADA, $BNB, �nd $DOT to further enh�nce their FDV �fter the

initi�l l�unch period.

As institutions prioritise the security of their �ssets, we �re innov�tin�

the st�kin� module to �ddress their needs. Given th�t m�ny institutions

store the m�jority of their �ssets in cold w�llets, we h�ve inte�r�ted

st�kin� into our cold w�llets to en�ble users to e�rn p�ssive income

without compromisin� the security of their �ssets.

Our industri�l-level fr�mework �dheres to secure pr�ctices �nd

compli�nces to better support institutions with di�it�l �sset custody.

We �re thrilled to exp�nd the scope of our self-custody infr�structure

with the �ddition of st�kin�, cre�tin� � new f�cet of secure �nd

immut�ble e�rnin�s while ensurin� full control of �ssets. This

inte�r�tion cre�tes � perfect �m�l��m�tion of fe�tures, �llowin� for

secure, compos�ble e�rnin�s.
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Emph�sis On Cold W�llet St�kin�

At Limin�l we emph�size utmost �sset security over �nythin� - tr�ns�ction

processin�, st�kin� rew�rds �nd issuin� funds in �nd out of w�llets to put

into different �ctions. Inherently, St�kin� is deployed throu�h Hot w�llets

but it �djourns � v�riety of security thre�ts th�t inhibits Institution�l

p�rticip�tion in St�kin�.

When it comes secure custody �nd directin� those s�me �ssets tow�rds

St�kin�, � common pr�ctice is to �dv�nce it throu�h � Hot W�llet where

Institutions store only � portion of their �sset tre�suries. When �nd if they

wish to put in more liquidity onto St�kin� �nd e�rn �ddition�lly, they h�ve

to process funds from their cold w�llets to hot w�llets �nd then initi�te

st�kin� ���in for th�t new pool cre�ted.

To �o � notch hi�her th�n the security infr�structure Hot W�llet provides for

the �ssets s�fe�u�rded for St�kin�, Cold W�llet is the ultim�te w�llet

structure th�t completes the two essenti�l p�r�meters for �n Institution to

p�rticip�te in St�kin� without hinderin� the security firew�ll entirely.
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Offline Stor��e
Cold w�llets element�ry store priv�te keys offline, downri�ht reducin� the risk
of exposure to the most trivi�l of thre�ts used in Hot w�llets. By keepin� the
keys off-ch�in, institutions c�n miti��te the risk of un�uthorized �ccess, s�ve
�ll tr�ns�ction fees while tr�nsferrin� �ssets to Hot w�llets �nd m�int�in
exh�ustive �ccess to w�llets th�t tr�ns�cts with St�kin� contr�cts, collect �ll
St�kin� rew�rds �nd compound the sum consider�bly.

H�rdw�re w�llets typic�lly offer stron� multi-f�ctor �uthentic�tion
mech�nisms, such �s PIN codes or biometric �uthentic�tion, to �uthorize
tr�ns�ctions. There �re �nd �lw�ys will be inst�nces of losin� w�llet �ccess,
keys �nd devices th�t c�n be infiltr�ted by � simple p�ssword-bre�kin�
comput�tion.

 Cold W�llets' multi-f�ctor �uthentic�tion is first from the h�rdw�re side,
second in the softw�re lo�in �nd third in the These �ddition�l l�yers to
�uthentic�te lo�ins �nd si�n�tures of �ccredited �dmins in Cold W�llet
consolid�te si�ner-prone h�cks for Institutions.

Multi-F�ctor Authentic�tion
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Cold w�llets require m�nu�l confirm�tion of tr�ns�ctions directly on the device
itself. This physic�l verific�tion step ensures th�t only �uthorized individu�ls with
physic�l possession of the h�rdw�re w�llet c�n �pprove �nd initi�te st�kin�
tr�ns�ctions. 

Now, it is princip�lly for downsizin� the possibility of unsure tr�ns�ctions
executed �nd the st�ked �mount �ets entrenched �ccordin� to the st�ked �ssets
protocols un-boundin� period. 

But, it �lso tr�nspires into the si�ner tr�ckin� e�ch tr�ns�ction whether they �re
�ettin� fulfilled on-ch�in from off-ch�in �s well, which not�bly h�ppens either
when the network is con�ested or � fr�ud �ddress is sh�red for tr�ns�ction
confirm�tion.

Tr�ns�ction Confirm�tion

Cold w�llets h�ve �n incredible function�lity of key re�ener�tion, � fe�ture th�t
l�cks tremendously �cross Institution�l setups in hot w�llets. With such �n
instrument�l recovery mech�nism the ide� of st�kin� become further vi�ble for
Institutions. 

They c�n securely le�ve their �ssets st�ked linked from the cold w�llet �nd store
b�ckup seeds or recovery phr�ses offline in multiple secure loc�tions in order to
build � system of e�rnin� p�ssively �nd securely. 

This redund�ncy ensures th�t under �ny circumst�nce when �ssi�ned �ssets for
St�kin�, Institutions will �lw�ys be �ble to �ccess the w�llet �nd the �ssets
stored in it.

B�ckup �nd Recovery
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Limin�l offers � cuttin�-ed�e Cold W�llet solution precisely desi�ned to �ddress
the prototypic�l needs of Institutions seekin� to p�rticip�te in Protocol-level
St�kin�. 

With � focus on security, efficiency, �nd user experience, Limin�l's St�kin� nested
in Cold W�llet security fr�mework, provides �n �bsolutely unique proposition to
investors seekin� to e�rn p�ssively while their di�it�l �ssets �re p�rked �s s�fely
�s possible. 

To ch�n�e the conjecture of how Institution�l St�kin� c�n be m�de more
lucr�tive, we h�ve c�te�orized �nd fr�ction�lized me�sures of security �nd
efficiency to deliver � quintessenti�l St�kin� experience:

Our showc�se of function�lities we h�ve built �round the w�llet infr�structure
h�s �ided in brin�in� the s�me level of sophistic�tion in St�kin�-As-A-Service �s
well, where we �s custody providers h�ve m�nuf�ctured � persu�sive solution
tow�rds e�rnin� p�ssively, � use-c�se th�t �ttr�cts Institutions inv�ri�bly but
�lso confines their utmost inte�r�tion to re�lly t�ke �dv�nt��e of St�kin�.

Limin�l's Cold W�llet St�kin� Solution

Multi-L�yer Security

Multi-P�rty Security
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The hi�hli�hts of our Cold W�llet St�kin�, v�ry from si�ner �lloc�tion, policy
setup, w�llet inte�r�tion, �nd priv�te key m�n��ement to tr�ns�ction

confirm�tion �l�orithms �nd unified d�shbo�rd view for St�kin�.

How Exch�n�es C�n E�rn More Throu�h St�kin�?

P�rticip�tin� in st�kin� c�n expose institutions to reput�tion risk,
p�rticul�rly if they p�rticip�te in networks with question�ble
�overn�nce or environment�l imp�ct. With so m�ny b�d �ctors in the
sp�ce of Web3, it is essenti�l th�t institutions pick the ri�ht p�rtner to
st�ke with �nd c�rry forw�rd their le��cy, respectfully �nd with
indemnity.

Limin�l's Cold W�llet houses �n exception�l Priv�te Key M�n��ement
�nd Recovery module t�ilored specific�lly for institution�l use.
Institutions c�n fully sh�rd their priv�te keys, encryptin� the key
fr��ments �nd distributin� them to desi�n�ted si�ners. 

Moreover, Limin�l's Cold W�llet incorpor�tes � recovery function th�t
c�n �ener�te � new priv�te key, even if one of the si�ners' portions of
the priv�te key �ets compromised. This fe�ture m�kes it virtu�lly
impossible for un�uthorized p�rties to coll�te the key fr��ments �nd
��in �ccess to the st�ked w�llet, ensurin� the hi�hest level of security
for institution�l st�kers.

Multi-Si� �nd MPC Security1.

2. Priv�te Key M�n��ement �nd Recovery
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Limin�l's Cold W�llet St�kin� introduces � Tr�ns�ction Confirm�tion

Gu�r�ntee mech�nism. Lever��in� �dv�nced �l�orithms, Limin�l's
solution provides � secure �nd reli�ble tr�ns�ction confirm�tion process
for every st�kin� tr�ns�ction �nd rew�rd redemption. Institutions c�n
trust th�t their tr�ns�ctions �re v�lid�ted �nd executed �ccur�tely,
minimizin� the risk of errors or fr�udulent �ctivities.

Limin�l supports inte�r�tion with the two le�din� h�rdw�re w�llet
devices, Trezor �nd Led�er. By lever��in� these m�instre�m h�rdw�re
w�llets, institutions c�n se�mlessly connect �nd inte�r�te with Limin�l's
Cold W�llet infr�structure.

This plu�-�nd-pl�y c�p�bility en�bles f�st w�llet inte�r�tion, �llowin�
institutions to quickly set up their w�llets �nd st�rt st�kin� within the
secure confines of the Limin�l ecosystem. Addition�lly, Limin�l's Cold
W�llet infr�structure encomp�sses other w�llet types, includin� Hot
�nd W�rm w�llets, providin� � comprehensive solution for m�n��in�
the complete w�llet infr�structure.

3. Tr�ns�ction Confirm�tion Gu�r�ntee

4. H�rdw�re Device Comp�tibility
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How Exch�n�es C�n E�rn More Throu�h St�kin�?

Workin� with � diverse section of Web3 projects �nd protocols, servicin� them
with industry-�r�de custody, w�llet �nd security solutions, we h�ve identified
one of the bi��est ecosystem ��ps for Institutions to sc�le �nd blockch�ins to
become impre�n�ble �nd sc�l�ble, St�kin�.

The uprise of PoS-driven networks �nd the development of dApps �round
those blockch�ins will me�n the m�rket consumption of PoS-b�sed coins will
incre�se seemin�ly �nd �lon� with it will incre�se the rew�rd systems �ddin�
more opportunities to e�rn p�ssively.

The brid�e between Institutions w�ntin� to St�ke, l�ckin� the infr�structure to
�ctiv�te protocol-level st�kin� �nd needin� best-in-cl�ss security �rchitecture,
is currently f�r �p�rt to m�ke � le�p �nd we h�ve now m�de bold strides to
close this ��p �nd brin� Institutions closer to utilizin� their liquidity in �
sensible f�shion, drivin� m�ximum output while ensurin� the �ssets rem�in in
the s�fest of custodies, entirely in the �uthoriz�tion of institution.

Limin�l's Cold W�llet St�kin� Solution

To enh�nce the st�kin� experience for institutions, Limin�l's Cold W�llet

���re��tes �ll essenti�l inform�tion, includin� �ssets st�ked, utilized
w�llets, b�l�nces, �nd rew�rd c�lcul�tions. This unified d�shbo�rd view
provides � comprehensive overview of the st�kin� �ctivities, m�kin� it
e�sy for desi�n�ted si�ners �nd �dministr�tors to monitor �nd m�n��e
the st�kin� process. With distributed �ccess b�sed on Multi-Si� or MPC
policies, relev�nt st�keholders c�n coll�bor�te efficiently while
m�int�inin� security �nd control.

5. Unified D�shbo�rd View
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